| **Organization/Client Name:**  | **Main Contact Email:**  |
| --- | --- |
| **Request Date:**  | **Requester Name:**  |
| **NPHIES ID:** | **License ID:**  |
| **Source IP:**  | **Destination IP or Link:** [http://176.105.150.83/$process-message](http://176.105.150.83/%24process-message) |
| **Destination Port: 80** |
| **Destination Description (NPHIES Component and Service Name):**

|  |  |
| --- | --- |
| [x] **Eligibility**  | [x] **Pre-Authorization** |
| [x] **Claim** | [x] **Payment** |

 |
| Destination Environment (PROD, STG, OBA, PROD BI):

|  |  |
| --- | --- |
| [ ]  **PROD** | [ ]  **STG** |
| [x]  **OBA** | [ ]  **PROD BI** |

 |
| **Business Justification (The justification should give the business case for why this Access Control List rule is needed):**

|  |
| --- |
| [ ] Integration between nphies and the client for submitting nphies Use cases. |
| [x] New integration between the client and nphies for testing nphies use cases. |
| [x] Technical testing integrations between nphies and the client. |
| [ ] Generating and reviewing dashboards and reports related to the client transactions. |

 |